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[Server Settings] 

You can select the files of cameras to be backed up, and the way of notification when the network is 

disconnected.  

 

           Figure 10-50 

 Camera Selection: Select the files of desired cameras to be backed up.  

 Disconnect Option: Select the alert methods when the network is disconnected. 

 Trigger output: Trigger the specified output module and pin for alerts.  

 Send alert e-mail: An e-mail message is sent out for alerts. Before using this function, click 

the Setup button in the E-Mail Setup field to set up an e-mail account.    

 Send alert SMS Message: A SMS message is sent out for alerts. Before using this function, 

click the Accounts Settings button in the SMS Setup field to set up a SMS account.    
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[Schedule] 

You can plan the time to back up the files to the storage system.  

 

                           Figure 10-51 

 

 Any Time: The backup starts whenever there are files to be backed up.  

 Daily: The backup starts at the set time of a day. Drag the mouse over the timeline to define the 

start and end time.  

 Weekly: The backup can start at any time or the specified time of a week. To specify the time, 

select the desired days (Mon – Sun), select Select Time, and then drag the mouse over the 

timeline to define the start and end time.  
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Manually Adding Files for Backup  

It is automatic to back up the files from the GV-System to the storage system once the connection is 

built. To manually select the files for backup: 

 

1. Click the Backup Server icon on the system tray, and then select Add Files. This dialog box 

appears.  

 

          Figure 10-52 

2. Expand the hard disk drive folders and select the file folders for backup.  

3. Click OK to start.  
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Viewing Server Status  

You can access the information of connection activities, backup files and backup data. To view the 

information, click the Backup Server icon on the system tray and select Server Status. The Upload 

Info dialog box appears.  

 

[Event Log] 

This tab shows the history of connection activities. Note that the latest event is always placed on the 

top.  

 
             Figure 10-53 
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[Backup File List]  

This tab displays the files being backed up. Click File View to display the backup files by file names or 

click Camera View to display the backup files by cameras.  

 
               Figure 10-54 

 

Tip: To view the information of the backup file, click the file event. This dialog box will appear. 

 

        Figure 10-55 
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[Database List] 

The related log data, including system log and POS data, will be backed up to storage system with the 

recording files. Note that the record only appears on the next day of file transference.  

 

                Figure 10-56 
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Retrieving Recorded Files 

You can retrieve files from the storage system and play video back. 

 

1. On the ViewLog screen, click the Tools button, and select Remote Backup Server. This dialog 

box appears.  

 
                                        Figure 10-57 

 

2. Type the IP address of the storage system and initiator Node Name. Modify the port number if 

necessary. 

3. If the CHAP authentication is enabled on the storage system to secure data transmission over the 

network, you have to select Enable CHAP Account, type User Name and Password created on 

the storage system; otherwise you cannot log in the storage system.  

4. Click the Get Host List button to start.  

5. When the storage system appears on the Host List, click the button on the top right corner, or 

right-click the list and select Connect to start connection.  

6. When the connection is established, you will see the events stored on the storage system appear 

on the Event List. Then you can use all ViewLog features for playback. 
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Backup Viewer  
With the Backup Viewer, you can access the video recordings and log data backed up at the iSCSI 

storage system over the Internet from any computer. You can search the log data, view, edit and save 

the recordings at the local computer.  

 

GV-System / Backup Server  
(Initiator)

iSCSI Storage System 
(Target)

Backup Viewer
(Initiator) 

 

Figure 10-58 

 

Usage Requirements 

You must meet the following requirements when building the Backup Viewer and creating the node 

name account on the storage system: 

 

 The Backup Viewer is not appropriate to be installed on the computer of Backup Server 

(GV-System) due to node name account conflict. 

 Only apply the node name account of “Read-Only” to the Backup Viewer due to data conflict. 

 

Installing Backup Viewer 

1. Insert the Surveillance Software CD, click Install V8.2.0.0 System, select Backup Viewer and 

follow the onscreen instructions. 

2. The Microsoft iSCSI initiator will be installed together with the Backup Viewer. Consult the 

documentation of your iSCSI storage system to configure the iSCSI initiator and build connection 

to the storage system. 
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Starting Backup Viewer 

Before connecting the Backup Viewer to the storage system, make sure you have set up Microsoft 

iSCSI initiator.  

 

1. Go to Start, point to Programs, select Backup Viewer, and then click GeoVision Backup 

Viewer. 

2. In the Backup Viewer window, click the Connect button     on the toolbar. This dialog box 

appears.  

 

Figure 10-59 

 

3. Type the IP address of the storage system and initiator Node Name.  

4. If the CHAP authentication is enabled on the storage system, you have to select CHAP 

Information option, type User Name and Target Secret (password) created on the storage 

system; otherwise you cannot log in the storage system.  

5. Click Connect to start. When the connection is established, the recordings are listed and 

displayed.  
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Performing Queries  

On the iSCSI tab, you can search events or log data stored on the connected storage system.  

 

This feature shares the same GUI and functions with the Event List Query function on WebCam Server. 

For details, see Event List Query in Chapter 6. 

 

iSCSI tab

 

Figure 10-60 
 

Viewing the Event Files  

On the ViewLog tab, you can retrieve the recordings from the storage system and play video back.  

Playback Window

Event List 

List of available hosts, 
cameras and dates 

ViewLog tab

 
Figure 10-61 
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Right-clicking the playback window can change the play mode and create special effects when you 

play video back.  

Name  Functions 

Play Mode 

Includes these options: 

 Frame by Frame: Plays back video frame by frame. 

 Real Time: Plays back video on real time. This mode saves waiting time for 

rendering, but drop frames to give the appearance of real-time playback. 

 Audio: Turns on or off the video sound; audio denoise.  

Render 

Includes these options: 

 Deinterlace: Converts the interlaced video into non-interlaced video.  

 Scaling: Smoothens mosaic squares when enlarging a playback video. 

 Deblocking: Removes the block-like artifacts from low-quality and highly 

compressed video.  

 Defog: Enhances image visibility. 

 Stabilizer: Reduces camera shake. 

 Text overlay’s camera name and time: Overlays camera name and time 

onto the video.  

 Text overlay’s POS/GV-Wiegand: Overlays POS or GV-Wiegand Capture 

data onto the video.  

 Full Screen: Switches to the full screen view. 

Tools 

 Snapshot: Saves a video image. 

 Save as AVI: Saves a video as avi format. 

 Download: Downloads the video clip from the DVR or video server to the 

local computer. 
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Using Remote ViewLog  
Using the Remote ViewLog function, you can access the data on the GV-System, click the Remote 

ViewLog button     on the toolbar, and this dialog box appears. Type the IP address, ID and 

Password of the GV-System, select DVR in the Host Type field, and the click Connect to enable 

connecting to the GV-System. 

 

Figure 10-62 
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Bandwidth Control Application  
The Bandwidth Control is an independent application that controls and monitors the network traffic of 

the WebCam servers. Its features include:  

 Manage up to 10 WebCam servers 

 Get bandwidth usages of every Webcam server and every user 

 Set bandwidth thresholds for specific users and IP addresses 

 IP black and white list  

 Kick unwanted users 

 

Note: The Bandwidth Control application only works on Internet Explorer. If the user logs in the 

WebCam server using other browsers, e.g. Netscape and FireFox, the Bandwidth Control cannot 

detect and manage the login user. However, the user of other browsers has access to JEPG and live 

images only. 
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Running the Bandwidth Control 

1. On the computer you want to install the Bandwidth Control program, insert the Surveillance 

System Software CD, click Install GeoVision V 8.2.0.0.0 System, select Bandwidth Control 

Client Site, and follow the onscreen instructions.  

2. After the installation is complete, double-click the Bandwidth Remote Control icon created on the 

desktop. The Bandwidth Control window appears.  
 

1 2 3 4 5

8

7 6  
 

Figure 10-63 
 

No.  Name Description 

1 Connection  Builds the connection to a WebCam server.  

2 Disconnect  Stops the connection to a WebCam server.  

3 Get Control  Obtains the right to remotely control the WebCam servers.  

4 Give Up Control  Ceases controlling the WebCam servers and users.  

5 User List  Displays the connected users and their status  

6 Bandwidth Record Displays the network traffic in graph display.  

7 Event Log  Records activities of WebCam servers and users.  

8 Host List Displays all WebCam servers to be connected.  
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Allowing Remote Control at DVR  

The network traffic of WebCam server can be controlled when the DVR permits the remote control 

from the Bandwidth Control program by the following steps: 

 

1. Click the Network button, and select WebCam Server.  

2. On the General tab, select the Run Bandwidth Control server option. When this option is 

enabled, on the Control Center Server option list, the “Bandwidth Control Service” is marked with 

a check.  

 

Connecting to a WebCam Server  

1. Click Host on the menu bar, and select Connection. Or you can click the Connection button on 

the toolbar. This dialog box appears.  

 

Figure 10-64  

2. To add a WebCam server to be connected to, click Add.  

3. Type host name, IP address, user name and password of the WebCam server. Modify the port if 

necessary. 

4. Click OK. If the connection is established, the WebCam server shows up in the Host List.  

5. You can add up to 10 WebCam servers by repeating above steps. 

6. To stop the connection, select the host and click the Disconnect button.  

7. Up to 5 users of the Bandwidth Control programs can connect to a single WebCam server for 

network traffic monitoring. However, only one user has access to bandwidth settings. When this 

user clicks the Give Up Control button, the user no longer controls the WebCam server. 

Whoever clicks the Get Control button first has access to bandwidth settings. For bandwidth 

settings, see Controlling a WebCam Server below. 
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Controlling a WebCam Server  

To disconnect a login user or set the bandwidth limit for a user, right-click the user to have these 

options: 
 

 
Figure 10-65 

 

 Kick: Disconnects the user from the WebCam server.  

 Bandwidth Setup: Select By Username to specify a bandwidth limit for the user, or select By IP 

to limit the bandwidth used by the IP address. A setup dialog box will appear. In this example, an 

IP address is selected for bandwidth limit setup. Select Bandwidth Setup, specify a bandwidth 

limit, and then click OK.  

 

Figure 10-66 
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Bandwidth Setup  

You can specify the total bandwidth allocated to a WebCam server. You can also specify the bandwidth 

for certain users and IP addresses. This is especially useful when your network is busy or heavily 

loaded.  

 

1. Click Configure on the menu bar, and select Bandwidth Setup. A dialog box prompts for you to 

select a host.  

2. Select the desired WebCam server, and click OK. This dialog box appears.  

 
Figure 10-67 

 

 Bandwidth limit: Select this option, and define the total bandwidth that the WebCam server 

will be allowed to use on your network.  

 By IP: Click the Add button, and specify a specific IP address or a range of IP addresses and 

its bandwidth limit.  

 By Username: Click the Add button, and specify the user name and its bandwidth limit.  

 

Note: If you have already specified the total bandwidth to a WebCam server, it is prioritized before 

the bandwidth limits set to user names and IP addresses. 
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Block List Setup  

Two types of block lists are provided to restrict access to a WebCam server: permitting and denying a 

specified range of IP address to establish the connection. Note that only one type of block list can be 

used at one time.  

 

1. Click Configure on the menu bar, and select IP White / Black List Setup. A dialog box prompts 

for you to select a host.  

2. Select the desired WebCam server, and click OK. This dialog box appears.  

 
Figure 10-68 

 

3. Select the type of block list you want to use, and click Add to define the IP addresses. 

 Enable IP White list: Allows the defined range of IP addresses to establish the connection.  

 Enable IP Black list: Prohibits the defined range of IP addresses from establishing the 

connection.  

4. Click OK to apply the settings. 
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General Setup  

You can set up sound alarm when a user logs in, or change the real-time graph display of network 

traffic. Click Configure on the menu bar and select General Setup. This dialog box appears.  

 

Figure 10-69 
 

 User Login Alarm: Computer alarm sounds on when a user logs in. 

 Bandwidth: Sets the color of bandwidth wave. 

 Grid Line: Sets the color of the grid lines of graph.  

 Background: Sets the background color of the graph.  

 Default: Sets the color of graph display at default.   

 Number of Grid Line: Use the drop-down list to select how many grid lines to be displayed.  

 

When you click the Bandwidth Record tab in the Bandwidth Control window, you can view the 

network traffic in graph. 

 
Figure 10-70 
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Report Generator  
With the Report Generator, you can generate a daily or weekly report based on the specified recording 

data. The report can be either generated manually or automatically by schedule. The report is 

available in two types of formats: MDB and HTML. You can save the report on the hard disk, send it to 

a specified e-mail address or have it to be dealt in both ways. If the reports indicate the video 

recordings of events, you can play them back via Internet connection.         

 

Starting Report Generator  

1. The Report Generator program is included in the installation of Main System. Double-click 

ReportGenerator.exe from the GV program folder to run the program. 

2. Type the ID and password of the GV-System when you are prompted to log in. 

 

Setting Up Report Generator  

In the Report Generator dialog box, click the Advanced Setting tab.  

 

Figure 10-71 
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[Startup] 

 Auto startup when Windows startup: Select this option to start Report Generator automatically 

at Windows startup.  

 Minimize UI: Select this option to minimize the Report Generator after it is started.  

[Day Definition of Report] Define the time period of data to be included in the report.  

 The previous day: The report is generated on the previous day’s data. 

 24 hours before execution time: The report is generated on the data from 24 hours before 

report generation. 

[Report]  

 Keep Days: If you generate reports to the hard disk, specify the number of days to keep the 

report files. Up to 30 days of files can be kept. To generate reports to the hard disk, see Step 4 in 

Setting Up Report Criteria later in this chapter. 

[Domain name from DDNS] When the report in HTML format indicates the availability of video 

recordings, you can establish the connection to the GV-System over Internet to play back the videos. If 

the GV-System has a domain name, select this option and enter the domain name to be connected. To 

obtain a domain name, see Dynamic DNS earlier in this chapter.  

[Event Log Settings] 

 Auto Import: Specify the number of days of Report Generator logs to be displayed when the 

Event Log is started. Up to seven days of data can be displayed.  

 Keep Days: Specify the number of days to keep Report Generator logs. The logs can be kept for 

up to 365 days.  

 Recycle: Select this option to delete old logs to make space for new ones when storage space is 

lower than 500 MB.  

 Log Path: Select the location to store Report Generator logs. 
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Setting Up Report Criteria  

1. In the Report Generator dialog box, click the Program Report tab.  

 
Figure 10-72 

2. In the Job field, type a descriptive name for the report. 

3. Select the types of events you want to include in the report. To set up specific criteria, click the 

Filter button beside each option. 

[System MDB]  

 Monitor: Includes the events of motion and I/O events.  

 System: Includes the events of functions enabled and disabled in GV-System.  

 Login: Includes the events of who has logged in and out of GV-System and WebCam 

Server at what time.  

 Counter: Includes the events of and result of GV-System’s counter function.  

[POS MDB] Select the cameras for searching POS event.  

4. In the Action Select field, select how the report is accessed.   

 Save to HD: Select this option to save the report on the hard disk. Click the Setting button 

to display this dialog box.  
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Figure 10-73 

Click Select to specify the storage location, and use the drop-down list to select a report 

format. If you want to create a self-executable file of the report, select Create a 

self-executable file.  

 E-Mail: Select this option to send the report to an e-mail address as an attachment. Click the 

Setting button to set up the e-mail account and attachment.  

For details on setting up the e-mail account, see Sending Alerts thru E-mail Accounts in 

Chapter 1.  

For details on setting up the attachment, see E-Mail Attachment Settings later in this 

chapter.  

5. In the Execution Method drop-down list, choose the way and time to generate the report.  

 Everyday: Automatically generates daily reports at a specific time. Specify the time by using 

the Select Time drop-down list.  

 Sun - Sat: Automatically generates reports on the selected day (Sun to Sat) and at a 

specific time. Specify the time by using the Select Time drop-down list. 

To select the days of data to be included in the report, click the desired day buttons. 

 

          Figure 10-74 

 Manual daily: Manually generates a daily report.  

 If you select Previous day on the Advanced Setting tab (Figure 10-71), the report will 

be generated on the data of one day before your specified date. For example, you 

enter “12/10/2007” in the Select Date drop-down list. The report is generated on the 

data of 9th December 2007. 

 If you select 24 hours before execution time on the Advanced Setting tab (Figure 

10-71), the report will be generated on the data of 24 hours before your specified date 

and time. Specify the date and time by using the Select Date and Select Time 

drop-down lists. 
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 Manual Weekly: Manually generates a weekly report.  

 If you select Previous day on the Advanced Setting tab (Figure 10-71), the generated 

report will contain the data of 7 days before your specified date. For example, you 

enter “12/10/2007” in the Select Date drop-down list. The report is generated on the 

date from December 3rd to 9th in 2007. 

To select the days of data to be included in the report, click the desired day buttons. 

See Figure 10-74 

 If you select 24 hours before execution time on the Advanced Setting tab (Figure 

10-71), the generated report will contain the data of 7 days counting back on your 

specified date and time. Specify the date and time by using the Select Date and 

Select Time drop-down lists. For example, if you enter “12/10/2007” and “01:00”, the 

report is generated on the time from 01:00 am, December 10th to 01:00 am, December 

4th, 2007. 

To select the days of data to be included in the report, click the desired day buttons. 

See Figure 10-74. 
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E-Mail Attachment Settings  
After you set up the e-mail account to receive the reports as e-mail attachments, you can also set up 

the attachment limits to avoid sending out large files.  

 

1. On the Program Report tab, select E-mail and click the Setting button beside. This dialog box 

appears.  

 

Figure 10-75  

2. In the Attach File Select field, use the Export file type drop-down list to select Html or MDB as a 

file format. If you want to create a self-executable file of the report, select Create a 

self-executable file.  

3. Select Attach File Limit, and decide the size limit of the attached file. Set the limit between 1 MB 

and 10 MB.  

4. Select one of these options to set the attachment condition.  

 The attached files exceeding the size limit will not be sent: When the attached report file 

exceeds the size limit, the e-mail will not be sent.  

 The attached files are automatically split and sent out in multiple e-mails: If the 

attached file exceeds the size limit, it will be automatically split and sent out in multiple 

e-mails. Note this option cannot apply to the report files in .mdb format.  
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Playing Back the Video Recording  

In a HTML format report, the video recordings can be played back with the Remote ViewLog function. 

Make sure the Remote ViewLog service is enabled at the GV-System that owns those recordings.  
 

1. It is required to install the Single Player in the computer where you want to play back the video 

recordings. Insert the Surveillance System Software CD, click Install GeoVision V8.2.0.0 System, 

select GeoVision Main System, select Single Player and then follow the on-screen instructions.  

2. After the installation of Single Player is complete, open a report and click the desired video icon. 

 

                     Figure 10-76 

n the Advanced Setting tab (Figure 10-71) is not selected, 

Video icon 

3. If the Domain name from DDNS field o

this dialog box will appear.  

 
                   Figure 10-77 

d password of the GV-System, and then click Connect for 

Viewing Event Log  
recorded to the event log. To view the event log, in the Report 

or the related settings of the event log, see [Event Log Settings] in Setting Up Report Generator 

4. Type the IP or domain name, ID an

playback. 

 

All Report Generator events are 

Generator dialog box, click the Event Log tab. All events are displayed in descending order. 
 
F

earlier in this chapter.  
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 Troubleshooting  
Hardware 

1. Messages “Can’t find keypro” and “Card Setup Fail” appears when GV-System starts. 

 Verify the video capture card driver. See Installation Guide. 

 Insert the video capture card to a different PCI slot to see if this fixes the problem. 

 If you are using the video capture card V1, attach an appropriate Keypro to the PC’s 

parallel port and run Dos2kreg.exe from the GV-System folder. 

 If using GV-600, GV-650 or GV-650 and running the version between 7.0 and 7.0.5.0, 

you may need an appropriate USB dongle. 

 If running the version of 8.0 or later and using GV-250, GV-600 V4, GV-650 V4, GV-800 

V4, GV-1120, GV-1240, GV-1480, GV-2004 or GV-2008, you may follow Steps 1 and 2 to 

fix the problem.  

 

2. A message “Video Lost” appears. 

 Check video connection.  

 Make sure the video device is turned on. 

 Make sure the video standard in your country matches the setting in GV-System (See 

Choosing Video Source in Chapter1).  

 Check AGC setting (See Adjusting Video Attributes in Chapter 1). 

 Switch the cable from the functional channel to the non-functional channel, and vice 

versa. If the previously non-functional channel is now able to deliver video, check the 

video device itself and its related cables.  

 

3. A message “Can’t find new xxx Module:1, Address:1, in Com1” appears. 

 Check the RS-485 or USB connection between the GV-System and the GV I/O device. 

 Check whether the power adapter is properly attached to the GV I/O device. 

 Check whether the Port and Address settings on the I/O Devices tab in the System 

Configure dialog box are correct.  

 

4. A message “No PTZ Device Installed” or “Default PTZ Device not Activate” appears.  

 Make sure the Activate option is enabled in Main System. See step 4 of PTZ Control 

Panel in Chapter 1. 

 When multiple PTZ cameras are installed, make sure to activate each PTZ camera 

individually. 
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Software 
1. How to upgrade to the latest version?  

 Download the latest version from GeoVision website: 

http://www.geovision.com.tw/english/5_0.asp  

 

2. Recycle mode doesn’t work, and recording stops. 

 Exit Main System, and run RepairLog500.exe from the system folder to fix this problem.  

 Check Properties of the folder used for saving video files. Make sure the Read Only 

option is disabled.  

 

3. Passwords are lost. Cannot access my GV-System.  

 See Setting Up for Password in Chapter 1 for details. 

 

4. A message “Directdraw overlay fail” appears.  

 Make sure your VGA card meets the GV-System’s minimum requirement that is NVIDIA 

GeForce II MX 32MB.   

 The driver included in your VGA card package may not be the latest and might not 

support Directdraw. Visit related websites and upgrade your VGA driver to the latest 

version.  

 Disable the Directdraw feature if you do not wish to upgrade your VGA card or driver 

(See Configuring Global Recording Parameters in Chapter 1). 

 

5. Shifted horizontal lines appears in the 640x480 video image.  

 Enable De-Interlace Render (See Configuring Global Recording Parameters in Chapter 

1). This feature requires the VGA card of DirectX 9.0. Make sure to upgrade your VGA 

card driver and DirectX version.  

 

6. Can’t invoke hotline alerts. 

 GV-System only supports external modem using Zyxel or Lucent chipset.  

 Make sure Modem Device and Com Port are set up properly (See [Modem Configure], 

Configuring Hotline/Network Notification in Chapter1). 

 

7. A “?” mark appears in the ViewLog’s event list window. 

 These files may already been deleted in the previous Recycle run. Exit Main System 

and run RepairLog500.exe under the system folder to remove these files from the 

database.  

 

http://www.geovision.com.tw/english/5_0.asp
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8. Unable to play back audio in ViewLog 

 The video you select may not have any audio records.  

 The speaker icon at the lower right corner is not enabled (See Figure 4-1 in Chapter 4). 

 Audio is not available when the playback method is set to Frame by Frame.  

 Audio can only be played back at 1X speed.  

 

 

Remote Application 
1. Remote View is unable to display video from GV-System. 

 This symptom may appear when Remote View is installed in Windows XP SP1 or later. 

Windows XP no longer includes Wavelet decoder after Service Pack 1. You may 

download a Wavelet codec at this link. 

http://geo-support.dipmap.com:100/remote/waveletcodec.zip 

 GV-System version 6.0 is not compatible with Remote View version 5.4.0.1 or earlier. 

Make sure your GV-System and Remote View are both version 6.0 or later. 
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2. Network ports used in the remote applications: 

WebCam 

Http = 80  
FTP = 21  
Command = 4550 
Data = 5550  
Audio = 6550 
Remote Control = 3389 
SSL = 443 
Mobile = 8866 
Mobile RPB = 5511 
3G RTSP / TCP = 8554 
3G RTP /RTCP UPP = 17300-17380 

RemotePlayBack RPBSvr = 5066 
RemoteView TCPSvr = 3550 
VSM Server = 5610 

TwinServer 
Server = 9650 
Multicast =19650 

TwinDVR 

Http = 80  
FTP = 21  
Command = 4550  
Data = 5550  
Remote Control = 3389 

IP Multicast DMMCast = 3650 
Authentication Server Server = 3663 
SMS Server = 6886 

At DVR subscriber site 

Command = 5548 
Connection Port = 5545 
Data = 5549  
Audio = 5546 CenterV2 

At Center V2 site 
Center = 5547 
Connection = 5551 

Dispatch Server Server = 21112 
GeoCenter Server = 20001 
DMIP FTP = 21 
DDNS Server = 80 and 81 

At DVR host site  

Command Port = 3388 

Data Port = 5611 

Log Port = 5552 
Control Center 

At Control Center site Command Port = 3388 

TCP Server Server = 3550 

UPnP TCP/IP = 5200 

Wiegand Capture Server  Server = 5612 
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WebCam  
1. A message "can't connect to server" appeared when GV-System is connected.  

 Check ports 4550 and 5550 are enabled in Firewall.  

 Check whether ports 4550 and 5550 are occupied by other applications.  

 Check NAT port mapping is correct. 

 Check whether the dynamic IP address of GV-System is changed.  

 Check Ethernet adapter (ADSL modem must use the PPP/SLIP device). 

 Check whether Web server changes download timing. (Dynamic Lan IP =1 min, 

Dynamic WAN IP = 5 min) 

 

2. Unable to use the two-way audio feature.  

 Check whether port 6550 is available.  

 Check the client PC’s sound card driver.  

 This feature requires DirectX 9.0 or later. Perform upgrade if necessary.  

 This feature requires Internet Explorer 6.0 or later. Perform upgrade if necessary.  

 Check GV-System’s audio signal by using the Camera / Audio Install function (See 

Camera/Audio Install in Chapter 1).  

 

3. Unable to run MPEG4 Encoder Viewer and WebCam RPB.  

 The security level of your IE browser may prevent WebCam components from 

downloading to your PC. Start IE browser and go to Tools, click Internet Options, click 

Security and click Custom Level. In Active X controls and plug-ins options, select 

Enable or Prompt, and then click OK. Log in to GV-System again and WebCam 

components should be downloaded properly.  

 

 

 

 


